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Introduction

The Town of Groton intends to acquire a comprehensive network monitoring and alerting solution to monitor internal network functions and notify the Information Technology Department of any issues as they occur.  The current network includes: Windows and Linux servers (both virtual and physical), VMware hosts, Cisco firewalls and routers, HP and Juniper switches.  The proposed system will be able to monitor the status of both the nodes and the services those devices provide on a continuous basis.  This solution will notify administrators as defined thresholds are reached by email or SMS.  The interface should be browser based and should be securely accessible via web-enabled devices inside and outside the network.

Requirements

The solution should provide:

♦  The monitoring of all mission-critical infrastructure components - including applications, services, operating systems, network protocols, systems metrics, and network infrastructure on a real-time or near real-time basis.

♦  The network monitoring solution will provide an enterprise license for Unlimited nodes for their product.

♦  Provide costs for software maintenance for years 2 and 3.

♦  Provide administrator training for two attendees.

♦  Allow for monitoring of in-house and custom applications and services. 

♦  A central view of the entire network and business processes with the ability for customization of layout, design, and preferences on a per-user basis.

♦  Alerts sent to IT staff via email or mobile text messages, providing them with outage details.

♦  Provide automated, integrated trending and capacity planning graphs to allow IT Management to plan for infrastructure upgrades proactively.

♦  An extendable architecture to allow for custom interfaces and add-ons to be written as the need arises. If a device has SNMP capability, the proposed solution should have the flexibility to create an add-on or module to monitor it

♦  Have the ability to add additional devices to monitor after the initial configuration.

♦  Event handlers to allow automatic restart of failed application and services.

♦  The option to create individual users with different capabilities and customizations and to manage user accounts easily. 

♦  User-specific notification preferences so that they can manage how they'd like to receive notifications, what they'd like to receive notifications for, and what type of information the notification messages should contain.

♦  Historical reports to provide records of alerts, notifications, outages, and alert response.

♦  Software upgrades release schedule.

Optional Service

♦  Provide costs for phone or e-mail only support years 2 and 3, if not included with the annual software maintenance.

