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OBJECTIVES OVERVIEW:
These “CCWIS Objectives” are provided to foster understanding of the overall objectives of DCF in undertaking this RFP.  DCF is seeking to design, develop and implement a federally compliant child welfare system that will eliminate redundancy of data entry and streamline workers’ daily tasks.  DCF is also seeking to join the State’s other social and human service agencies in the provision of timely, effective and accurate services to our respective, and shared, client populations.  This will be accomplished through the use of technologies that interact with one another to facilitate the administration of eligibility and enrollment into programs, and monitor service delivery while reducing costs.  DCF expects to achieve these objectives by implementing a child welfare system that will enable and support DCF with the following:

Objective 1:  The new system must maintain all program data mandated by statute and regulation, needed for the administration of Title IV-B and IV-E programs, data needed for ongoing federal child welfare reports, as well as data needed to support state child welfare laws, regulations, policies, practices, reporting requirements, audits, program evaluations, and reviews, as noted below: 
· Capable of achieving Federal CCWIS compliance. 
· Court Settlement/Consent Decree monitoring of exit measures.
· Outcome data to support continuous quality improvement efforts.
· Reports to State Legislature leadership regarding aggregate case data.
· Report AFCARS, NCANDS, and NYTD information reliably to ACF.

Objective 2:  In order to obtain and maintain all the program data necessary, the system should be designed and released with the following:
· Effective tools to support decisions and analytics for child welfare.
· A secure, intuitive system for DCF staff that will help to standardize data collection across all DCF offices.
· Expedited critical workflow processes for child protective services to ensure case data records service provision required by law, policy, and best practice standards.
· Automated processes to replace numerous manual processes presently utilized to support LINK.
· Management and statistical reports to monitor, track and support agency, office, team and individual needs.
· Enhanced capacity to monitor contract compliance, budgeting and projecting budget needs and program outcomes.

Objective 3:  The new system must support users to meet Federal and State standards for data quality, and ensuring uniform collection of data.  It must support child welfare policies, goals and practices, which are not created by default in order to:
· Alert staff to collect, update and correct data to ensure data entered is complete, timely and accurate.
· Avoid re-entry and redundancy of data.
· Automate functions to monitor data quality.
· Provide reliable data to support the goals of child safety, well-being and permanency, which is critical for case work, supervision, program management, evaluation and research, and policy development.
Objective 4:  The new system must include bi-directional data exchanges with Federal Programs (IV-E), Court Systems, Education System, Medicaid Claims and other processes necessary to collect comprehensive data on children and families served by DCF to:
· Enable collaboration among all agency staff and service providers, regardless of location.
· Integrate or interoperate with other State Health, Safety, and Human Service systems such as Medicaid Eligibility/Enrollment, Children’s Health Insurance Programs and MMIS paid claims, and the State Department of Education to improve delivery of services to children.
· Exchange information with other functionally related Local, State and Federal agencies.
· Allow authorized providers limited access to the system to share and receive data, forms, records, and client outcomes to avoid duplicate data entry on both ends of the data exchange process to better coordinate services to families.
· Ensure information exchanged must be in accordance with confidentiality requirements.

Objective 5:  The new system must be an intelligent system with innovative industry leading technology designed to support modern child welfare practices, based on proven technologies and best practices that are designed to adapt to changing needs, including:
· Interoperability within various DCF and other State systems using the latest .NET and web services technology platforms (for the new functionality); to improve collaboration and integration, expedite information exchange, and improve adaptability of the various DCF and State systems in the future. 
· Configurable workflows to facilitate and streamline changes to business processes in the future. 
· Technically agnostic components to facilitate technical product changes in the future (such as implementing a database without embedded business procedures). 
· Use of automated testing tools to expedite testing. 
· IT change management controls across the application and infrastructure. 
· Online forms prefill with existing data to reduce redundant data entry. 
· Sophisticated and speedy information searching across various modules, components, screens, and tables. 
· Authentication using single sign-on security solutions and processes.
· Capability of running on mobile platforms to access information as needed when working off-site away from your primary work location.
· Support for consistent data analytics and reporting using a robust reporting platform.
· Replace all LINK functionality and databases per the Requirements and Business Process Flows.
· System testing according to a test plan and regression testing to meet the testing criteria. For example, the claiming numbers from LINK should match the claiming numbers in the new system with agreed upon measurable variances. 

Objective 6:  The System Integrator and DCF will collaborate to develop a federally compliant system which will enhance the child welfare work of the agency and provide overall value to the State.  It is expected that the System Integrator will have and share the qualities and work practices listed below:
· Qualifications of the proposed project team, including evidence of expertise and success with meeting the needs of current and former clients.
· Depth and breadth of similar experience.
· Practical project approach to deliver a quality modular system.
· Successful knowledge transfer and training to DCF staff through collaborative design, development, implementation and system maintenance.  It is expected that DCF business and IT staff will successfully take over responsibility for all aspects of system support, maintenance and operations post-deployment for all of the releases at the end of the contract. It is essential that this collaboration and sharing of knowledge of all the processes and components start from day one. 
· Commitment to schedule and recognize DCF’s need for a timely implementation, including mentoring and training of end users and technical staff. 
· State and Federal cooperation as the new CCWIS will be dependent on the effective engagement and coordination of a number of State and Federal partners, including the Administration for Families and Children (ACF), the Department of Social Services (DSS), the Bureau of Enterprise Systems and Technology (BEST), the Department of Administrative Services (DAS), and other pertinent agencies. 
· Demonstrate an understanding of the key objectives of the RFP, the data submission process, security and privacy issues, and the environment in which the CT CCWIS will operate.
· Leverage enterprise components and services currently being utilized by the State of Connecticut such as IBM FileNet, IBM SIM/SAM, and RSA.

DDI PRINCIPLES OVERVIEW:
It is important to establish a set of principles that form a foundation of beliefs and behaviors for the reasoning behind the many steps of an implementation.  Developing a CCWIS is a complex project with many unpredictable changes and a large amount of dependencies, which will require the entire team to focus on the same goals in order to succeed.  These principles should align and support the overall jurisdictional objectives of the Department of Children and Families of Connecticut.  It is important to establish this set of principles so that all members will be working toward the same objectives and goals. These principles will reduce the amount of lost effort and turn them into a driving force forward for the project.
It is important that all members of the project feel confident in their actions and stay consistent with the established principles.  The following principles will govern the decisions made throughout the procurement, design, development and implementation phases of Connecticut's CCWIS implementation efforts.  The principles are a coalescence of best practices and ideas from the project management and software engineering bodies of knowledge and research in the implementation of large software projects.

Principle 1:   The application shall ensure a quality user experience.
Usability is key in the successful implementation of an application.  If an application maintains good usability characteristics, it will help users more quickly find information, understand information and achieve user functions for a better and more enjoyable experience.  A user’s perception of the usefulness and usability will have a direct impact on the adoption and mastery of the application.  The goal is to create a memorable user experience, while helping the user accomplish tasks related to each functional domain.  The user interface design plays a key role in the usability however, it must be balanced with the user experience and how the user feels about the experience.  The following are general guidelines for creating a quality user experience:
•	Focus on content and keep the design simple, strip away everything that doesn’t directly help the user or provide benefit to the user.
•	Navigation should ensure that the user always has a clear orientation of where they are in their journey.  
•	Clickable areas should have enough surrounding space as to not encroach on surrounding elements.
•	Focus on content first, then interaction design, and then visual design. 
•	Ensure the content is useful.
•	Content should be easy to navigate to and be easy to locate.
•	Content should be credible.
•	Content should be accessible.
•	Information should be well organized and structured in how it’s presented.
•	Wireframes should be used to validate user experience before implementation.
•	Create user journey maps showing how each type of user will use the application.
•	Make sure you provide a consistent user experience across different devices.
•	Use focal points to highlight the most import content.
•	Do not sacrifice readability for design.
•	Do not make the user wait too long for content.
•	Do not have content that is competing for attention.

Principle 2:  The application shall be well designed and easily maintained.
There are factors that contribute to an easily maintainable application, as well as factors to avoid that contribute to an unwieldy and unmaintainable system.   Change is constant in many businesses and Child Welfare is no different--there is a constant stream of new processes, policies, regulations, and techniques being introduced.  There is an insatiable desire to analyze and measure all aspects of practice, which in turn leads to the need to continuously collect data efficiently, then ultimately requires new mechanisms for data collection and reporting.  An application complexity, feature set, and scope will increase over time.  The application must evolve in a cost-effective, maintainable path that does not go beyond a linear constant variable.  The following are general guidelines to ensure an application is easy to maintain:
•	Ensure the application uses domain driven design to break up the information and design by domain.
•	Ensure the application uses a modern, Object Oriented language to be able to take advantage of features such as Encapsulation, Polymorphism, and Inheritance.   
•	Make sure the code is reusable by refactoring and using aforementioned OOP 	concepts.  
•	Use S.O.L.I.D. principles to ensure the code is testable and that it can easily be replaced or extended with the least amount of effort.
•	Ensure the application uses easy to acquire technology and technology resources (developers).
•	Ensure the technology used is mature, well documented, and has strong support from the vendor or community.
•	Use Aspect Oriented Development techniques and Component Based Software Engineering to abstract common cross cutting concerns and create shared components.
•	Use well known libraries, standards, languages, and use them consistently for what they are, the best of breed approach.
•	Use the notion of separation of concerns and create an n-tier set of layers to separate the UI, from the Business Layer (Domain Layer), from the Data Access Layer.  
•	Remove as many dependencies as possible by using Inversion of Control techniques such as Dependency Injection, Configuration Driven Development techniques, n-tier design.
•	The project shall strive to eliminate any technical debt existing or created by project constraints.


Principle 3:   The application shall be easy to test with robust functionally, and consistent and easily confirmable behavior.
Testing is a crucial component of ensuring that an application will function and behave as desired under various conditions and scenarios.  There are a variety of types of tests that should be included in the implementation of a system to ensure that the system does what it is supposed to do even under constant change.  The tests must account for all scenarios (happy and sad path).   Users will likely run into all scenarios, and, thus following Principle #1, we want the users to have a quality experience and confidence with the system.  In addition, the testing must also account for different devices and principles of responsiveness.  We shall recognize a system that works over the cross-section of potential users and platforms, with different quantities of concurrent user connections, because of the implementation of robust testing across user scenarios.  The following are types of tests that need to be included:
•	Unit Tests: Development process in which the smallest testable parts of an application, called units, are individually and independently scrutinized for proper operation.
•	Single User Tests: Testing with one active user yields the best possible performance, and response times can be used for baseline measurements. 
•	Load Tests: Understand the behavior of the system under average load, including the expected number of concurrent users performing a specific number of transactions within an average hour. Perform common tests with added system load, additional concurrent users, and so on. Measure system capacity, and know the true maximum load of the system while it still meets performance goals. 
•	Integration Tests: Development process in which program units are combined and tested as groups in multiple ways.  Integration testing can expose problems with the interfaces among program components before trouble occurs in real-world program execution.
•	Peak Load Tests: Understand system behavior under the heaviest usage anticipated for concurrent number of users and transaction rates. 
•	Endurance (Soak) Tests: Determine the longevity of components, and if the system can sustain average to peak load over a predefined duration. Memory utilization should be monitored to detect potential leaks. The testing will also ensure that response times throughout sustained activity continue to meet performance goals. 
•	Stress Tests: Understand the upper limits of capacity within the system by purposely pushing it to its breaking point. This helps determine the system’s robustness in terms of extreme load and helps identify both potential scalability issues and breaking points. 
•	High Availability Tests: Validate how the system behaves during a failure condition while under load. There are many operational use cases that should be included, such as: Seamless failover of network equipment, hardware, application servers, and databases – Rolling server restarts.

•	Configuration/Tuning Tests: Assess the effect of changing system parameters or software versions. 
· Isolation Tests: Measure the performance of typical silo components, such as Service Oriented Architecture (SOA) systems, user interfaces, and legacy systems. Include virtualization-based testing for web services, REST services, message-oriented middleware solutions, and others, where the actual systems need not be included in the tests.

Principle 4:  The application shall perform well and be efficient in the utilization of resources.
In order to ensure an application performs well in the advent of constant change, and continues to perform well, and uses resources efficiently, it requires that one follow Principles #2 and #3. This allows the monitoring and measurement of the various aspects of the application environment.  Users must reach the application to do their work, and once there, they must be sufficiently satisfied with application interactions to remain productive. Effective application performance management optimizes application availability and response time.  In order to implement an effective performance management strategy, the project must build a complete performance model.  In order to measure an application’s performance, you must understand your system’s capacity. This includes planning what the baseline will be in terms of concurrent users, simultaneous requests, average user sessions, and server utilization during peak periods of the day. It also involves defining performance goals, such as maximum response times, system scalability, user satisfaction marks, acceptable performance metrics, and maximum capacity for all of these metrics.   It is imperative that thresholds are defined that will alert the operation’s team of performance issues as thresholds are passed.  Escalating levels of thresholds should be defined with increasing risk levels. The alerts should be used to escalate the problem and to work with operations to further tune the environment for optimal performance.  An effective planning process includes the definition of success criteria, such as: 	
•	Key Performance Indicators (KPI), including average latency, request/response times, and server utilization 
•	Business Process Completion Rate, including transactions per second, and system throughput load profiles for average, peak, and spike tests 
•	Hardware metrics, including CPU usage, memory usage, and network traffic

The goal is to create a system that is capable of:

•	Efficient memory management
•	Good data access performance
•	Efficient data transfer
•	Utilizing performance enhancing caching techniques 
•	Adhering to A.C.I.D. during transaction management
•	Able to allow for testing of performance 
•	Capable of allowing for the tuning of performance 

The CCWIS environment shall contain performance measurement utilities and provide reports to measure the performance in the following areas:

•	End user experience
•	Runtime application architecture
•	Business transactions
•	Components and middleware

Lastly, a few tasks that need to be included in order to ensure optimal performance:

· Incorporate performance testing into all levels of testing because the later you find problems the more costly they are to fix and that also applies for performance issues. 
· Establish baselines so that there is a starting point to evaluate against, without the problem of guessing. 
· Measure averages and outliers so one can not only improve the median times but also identify issues that are causing outliers.
· Consistently report and analyze the results. 
Principle 5:   The application shall be secure and ensure confidentiality and adherence to Federal and State security statutes.
Securing the information of the youth, who have been entrusted to our care, the information on families, contacts, individuals involved in investigations, and cases, as well as our providers and staff is of the utmost importance.  Identity theft and privacy concerns make this a top priority for our agency.  There are Federal Regulations such as HIPAA, The Privacy Act, The Breach Notification Policy, and the HITECH Act as well as State Statutes which mandate the protection of both Personally Identifiable Information as well as Personal Health Information. In order to properly protect this information, it is the goal of DCF to apply security controls--some of which are published by the National Institute for Standards and Technology, and others from internal policy and procedures.  The system shall abide and facilitate the use of auditing, log utilization by user, apply least privilege role based security, take advantage of multifactor authentication, apply de-identification (safe harbor) when sharing data, and use encryption and certificates to ensure the data is secure and safe when at rest or  in motion.
Principle 6:   The CCWIS application, architecture, and hosting shall be built with availability, scalability and robustness in mind.
An application should perform its functions when needed and robust enough to withstand usage within the defined baseline.  The application must account for edge-cases based on these baselines.  The application must also be stable for extended periods of time.  Many of the principles mentioned in this document will help ensure the application is robust.  In order to be scalable, the application needs to be designed, architected and hosted so that the different n-tier components can be given additional resources, such as CPU/RAM/DISK (Scale Up) to continue the advantages of those resources in a better linear manner.  If the price of resources on one tier of the application grows faster than linear, we should have the ability to Scale Out, which tends to be a more cost effective method to scale the application.  For the purpose of this project, it is the goal to ensure that the application can scale both up and out as necessary.  In order to achieve system availability, one must account for scenarios of resources becoming unavailable, and reduce that risk without introducing redundant resources to the architecture.  For the purposes of this project, the system shall be built with redundancy and fault tolerance in mind so that it is a highly available system that is resilient to single points of failure.
Principle 7:   The application shall be built to support interoperability with other systems.
Interoperability allows systems to work together within and across organizational boundaries.  In order to be interoperable, a system must allow for data exchange from one system to another.  The systems must be able to interpret the incoming information and produce appropriate outgoing responses.  In order to accomplish this in a way that supports the other principles, the system should:
•	Use a common standard mechanism for packaging data (SOAP/XML)
•	Use a common standard mechanism for transmitting data (HTTPS)
•	Use a common mechanism for encrypting data (SSL/AES256)
•	Support a discoverable set of services (UDDI) and provide methods to create services on top of API’s, and consume methods provided by other systems.
•	Support different protocols and methods of the above in order to facilitate integration and adapt to older technologies.
•	Support an event driven architecture
•	Expose an API to be used to build additional services and serve as a baseline template to extend more functionality as needed by each exchange.

Each of these has an important role in reducing variability in intercommunication software and enhancing a common understanding of the end goal to be achieved.

Principle 8:   The application shall be economical to build, operate and change without compromising its business value or any of the other principles.

By using all the principles described within this document, the application cost will be reduced due to the well-known fact that the sooner a problem is found in the development lifecycle, the less costly it will be to correct.  In addition, adhering to quality processes will reduce the cost of software development, testing, and support.  Furthermore, in order to reduce cost, the following are a group of over-arching goals:

•	Eliminate waste – Don’t automate unnecessary processes or tasks because they will use resources and take time away from useful tasks.
•	Build quality into the product so that it’s less expensive to modify, update, or support.
•	Create reliable documentation, knowledge and training around the product since proficiency leads to efficiency and in turn cost savings.

These principles will help inform strategies as well as guide the application of technology to solve the business challenges of Child Welfare.  The principles will help the CCWIS team have a consistent foundation and framework.    Working within this foundation and framework will allow for the project to focus on the important aspects, while promoting a good balance between competing aspects.  By using these principles to guide us, the CCWIS implementation is sure to succeed.
Principle 9:  Data Quality is honored every step of the way.
The ultimate goal of any Child Welfare system is to ultimately improve the outcomes for the children and families it serves.  In order to increase the success rate of this mission, it is imperative that we use quality data to guide our decisions. 
Ensuring Data Quality Monitoring at every step of the process is critical to any strategy that relies on data-informed decision making.  Data must be checked for quality from both an automated system perspective and qualitative user viewpoint. Data must be checked during the time of collection, process review, information reuse, document acquisition, storage and archival, data analysis and data transformation, data presentation and visualization, and in all aspects of data utilization through each process in child welfare.
The system is expected to enforce the data quality vision that is developed for CCWIS and adhere to the policies that implement this vision.  The system should value prevention over just mere reporting, the longer an error is allowed to linger the more costly it is to fix and the more it negatively affects the decisions made due to that error.  In order to be efficient in data quality, the system needs to have good data organization and well documented rules so that automated processes can clearly identify as many data flaws as possible thus leaving the consumers of the data to only have to address the qualitative aspects.  Efforts to support the users to identify needed data and errors or inconsistencies as quickly as possible to avoid decisions made on inaccurate information.
It is of utmost importance that we look to make data collection as efficient as possible while never sacrificing data quality.  At the same time, we should ensure that redundant entry is nonexistent and that data is available and is presented to the users in a way where it can be easily determined if it is sound data or if it needs improvement.  It is important that the system fosters the role of data custodians, allows for custodians to find errors or ambiguities, and that users can easily communicate discrepancies with the custodians.
The training provided must also focus on quality and ensuring that users understand why the data is collected and how it is used to improved decision making.  The training must also address continuous data stewardship and emphasize a sense of community stewardship.
All data should be as accurate, complete and timely as possible and meet the basic tenets of data quality.  It is equally important to present our data so that it is informational and relevant.  If information can be consumed and can help users understand what is happening, then it is more likely that any bad data will be spotted and corrected.  Better informed decisions can be made to satisfy the ultimate goal of improving outcomes for children and families.
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